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Details of proposed session 

The objective of this special session is to provide the researchers a platform to present the 
state of the art innovations, researches, design and implement methodological and 
algorithmic solutions to data processing problems in various application fields. These fields 
involve application-oriented content from healthcare, research and development, imaging 
science, information and communication technology, academic fields related to data 
sciences, decision support and biomedical engineering. 

 
Topics of Interest 

We invite original (un-published) research contributions based on the above-mentioned 
theme including following topics but not limited to: 

 Big Data Techniques in Cyber Security 
 Big Data Communication and Analytics 
 Data Sharing and Infrastructures 
 Cloud security 
 Network Security 
 Sensor Nets and Embedded Systems 
 IOT security 
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 Advances in Health-care IT security and privacy (including implantable medical 
devices and nano-sensors) 

 Human factors in biomedical security and privacy 
 Green cryptography for medical data security 
 Novel deeply-embedded biomedical computing reliability  
 Smart hospital security and spatial/temporal privacy preservation 
 Big data security and privacy-preserving medical data mining 
 Novel anonymous sensitive data handling and restricted computing methods for 

sensitive biomedical data 
 


